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Causes of Social Media Algorithms on 
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  ABSTRACT 
Social media algorithms mediate vast portions of contemporary social, political, and 

economic life. This paper offers a socio-legal enquiry into how algorithmic systems 

operated by platforms and shaped by capitalist imperatives affect individuals, communities, 

and democratic institutions. It examines both proximate effects (attention economies, mental 

health, political polarization, labour precarity) and deeper causal dynamics (surveillance 

capitalism, corporate governance of information flows, public–private regulatory capture). 

Drawing on interdisciplinary literature from law, sociology, political economy, and 

technology studies, the paper argues that algorithmic harms are not merely technical 

failures but the predictable outcomes of business models oriented to monetizing attention 

and data. The legal response—ranging from privacy regulation to competition law—has 

been fragmented and often inadequate. The paper concludes with socio-legal 

recommendations: reorienting accountability regimes, strengthening democratic oversight 

of platform governance, adopting rights-based constraints on profiling and automated 

decision-making, and creating structural remedies to counterbalance capitalist 

concentration. 

Keywords: Social Media Algorithms; Algorithmic Governance; Surveillance Capitalism; 

Attention Economy; Platform Power. 

 

I. INTRODUCTION 

Algorithms embedded in social media platforms—ranking, recommendation, and 

personalization systems—shape what billions of people see, do, and think. They curate news 

feeds, prioritize content, nudge behaviour, and optimize the delivery of advertisements. Despite 

their technical opacity, algorithms have become central to everyday life, steering attention, 

organizing labour markets, and influencing democratic discourse. Legal systems have struggled 

to conceptualize and respond to these transformations. This paper interrogates both the 
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observable effects of social media algorithms on human life and the structural causes that 

produce them, with a special focus on how capitalist incentives orient algorithmic design and 

governance. 

The central claim is normative and explanatory: many harms associated with social media 

algorithms are not incidental side effects but predictable consequences of the dominant platform 

business model—what scholars term “surveillance capitalism.” A socio-legal enquiry that 

situates algorithms within political economy and legal institutions can therefore better identify 

remedies that are both effective and just. 

(A) Literature Review 

The interdisciplinary scholarship on algorithms spans multiple fields. Key contributions include 

critiques of the attention economy and data commodification; empirical studies of algorithmic 

influence on political polarization; accounts of labour exploitation in digital gig economies; and 

legal analyses of privacy, discrimination, and liability. 

Shoshana Zuboff’s foundational work articulates the notion of “surveillance capitalism” in 

which human experience becomes a raw material for behavioural prediction and modification.¹ 

Cathy O’Neil and others have related opaque models to tangible societal harms through the 

concept of “Weapons of Math Destruction.”² Research in STS (science and technology studies) 

underscores algorithms as socio-technical systems shaped by social relations and organizational 

incentives,³ while legal scholars examine how existing doctrines—privacy, antitrust, free 

speech—map onto platform power with mixed success.⁴ Empirical social science has 

documented links between social media consumption and polarization, misinformation 

propagation, and mental health effects—although causal attribution remains contested.⁵ 

II. THEORETICAL FRAMEWORK: SURVEILLANCE CAPITALISM & PLATFORM 

POWER 

Two theoretical lenses guide this enquiry: (1) surveillance capitalism as a political-economic 

explanation for why platforms design algorithms to maximize extractive value; and (2) the 

concept of platform power, which treats large platforms as infrastructural gatekeepers that 

perform quasi-public functions. 

Surveillance capitalism explains the underlying motive structures: platforms extract 

behavioural surplus—predictive signals beyond what users consciously provide—and monetize 

those signals through targeted advertising and market segmentation.⁶ Platform power highlights 

structural concentration: a handful of multinational corporations control dominant channels for 
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information distribution, creating network effects that entrench their authority and make 

traditional public law remedies less effective. 

(A) Methodology: A Socio-Legal Approach 

This paper employs a doctrinal and doctrinally informed interdisciplinary method: synthesizing 

legal doctrine, policy instruments, theoretical literature, and empirical social science to 

construct an integrated account. The enquiry is normative (what should law do?), diagnostic 

(what are the causes?), and prescriptive (what reforms are available?). The analysis foregrounds 

structural relationships—business models, governance regimes, and regulatory institutions—

rather than narrow technical fixes. 

III. EFFECTS OF SOCIAL MEDIA ALGORITHMS ON HUMAN LIFE 

(A) Attention and Cognitive Effects 

Algorithms are optimized to maximize engagement metrics—time on platform, click-through 

rates, session frequency. The optimization process entails iterative reinforcement of content 

patterns that capture attention. At the aggregate level, this produces measurable changes in 

attention allocation: increased fragmentation, shorter attention spans, and intensified 

competition for scarce cognitive resources. These effects have downstream consequences for 

education, deliberation, and the capacity for sustained reflection. 

(B) Social Relations and Identity Formation 

Social media platforms mediate identity work. Algorithmic personalization shapes social 

comparison by surfacing content that reinforces particular narratives of success, beauty, or 

lifestyle. This curation can exacerbate insecurity and anxiety, particularly among young users, 

by amplifying idealized portrayals and selective metrics of social validation. Algorithms also 

form collective identities by clustering users into interest and affective communities—some 

benign, others fostering exclusionary or radical group identities. 

(C) Political Communication and Polarization 

Recommendation systems amplify content likely to engage users, which often correlates with 

emotionally arousing or sensational content. This selective amplification can accelerate the 

spread of misinformation and heighten affective polarization. Moreover, algorithmic micro-

targeting enables political actors to deliver tailored messages without public scrutiny, 

undermining democratic transparency and equal deliberative conditions. 
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(D) Labour, Precarity, and New Value Extraction 

Algorithmic platforms reorganize labour markets in several ways. First, platform workers 

(content moderators, delivery couriers, gig workers) perform critical tasks under algorithmic 

control that shapes work conditions and compensation. Second, user activities—content 

creation, interactions, and even private communications generate surplus value commodified 

by platforms, often without corresponding user remuneration. The result is a widening gulf 

between value creation and value capture. 

(E) Discrimination, Marginalization, and Algorithmic Bias 

Algorithmic systems trained on historical data can replicate and amplify existing social biases. 

When platforms employ profiling for recommendation or monetization, marginalized groups 

may face differential visibility, discriminatory ad delivery, or algorithmic policing that 

exacerbates socio-economic disadvantages. Because these harms are embedded in opaque 

pipelines, affected individuals face difficulties in obtaining explanation or redress. 

IV. BEHIND THE CAUSE: CAPITALIST STRUCTURES AND ALGORITHMIC 

GOVERNANCE 

(A) The Attention Economy and Monetization Imperative 

The dominant revenue model for many social media platforms is targeted advertising. This 

model creates a direct economic incentive to capture and retain attention. Algorithms become 

instruments for behavioral steering not as neutral curators but as engineered mechanisms to 

maximize user engagement metrics convertible into ad revenue. The logic of optimization (A/B 

testing, reinforcement learning) then aligns with profit motives, often at the expense of civic 

goods like accurate information or user well-being. 

(B) Datafication and the Commodification of Behaviour 

Platforms translate user interactions into data points that can be aggregated, analyzed, and sold 

as predictive commodities. This datafication reframes human behavior as legible, tradeable 

inputs for market exchange. Surveillance capitalism thus institutionalizes an asymmetry in 

information and power: platforms benefit from granular insight into users’ lives while users 

lack equivalent economic agency or bargaining power regarding their data. 

(C) Platform Governance, Private Rule-Making, and Public Function 

Large platforms perform regulatory functions—content moderation, algorithmic ranking, 

access control that resemble public administrative roles. Yet these functions are exercised 

within private corporate governance frameworks, with decisions made by product teams, 
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engineers, and corporate lawyers rather than democratic institutions. This private rule-making 

raises fundamental questions about legitimacy, accountability, and the rule of law when 

companies shape speech and information access at scale. 

(D) Governmental Roles: Enabler, Regulator, and Co-Opted Actor 

Governments occupy ambivalent roles. On one hand, they have facilitated tech concentration 

through light-touch early regulation and favorable market conditions; on the other, they seek to 

regulate platforms for privacy, competition, and safety reasons. Moreover, governmental 

agencies themselves contract with platforms for surveillance, advertising, and outreach, 

sometimes aligning public power with private algorithmic capabilities. This entanglement 

complicates regulatory responses and raises concerns about state capture of digital governance. 

V. SOCIO-LEGAL ASSESSMENT OF CURRENT REGULATORY RESPONSES 

(A) Privacy and Data Protection (GDPR and Beyond) 

Regimes such as the European Union’s General Data Protection Regulation (GDPR) have 

introduced user rights consent, access, deletion, portability and obligations for data controllers. 

These measures address some aspects of data processing but struggle with algorithmic opacity, 

behavioral inference, and targeted profiling, which often rely on inferred attributes beyond 

explicit personal data. Enforcement challenges and extraterritorial limitations further constrain 

impact. 

(B) Competition and Antitrust Interventions 

Antitrust law has recently been invoked to challenge platform dominance through investigations 

and litigation seeking remedies such as structural separation or interoperability. Yet traditional 

antitrust frameworks consumer price-centred analyses are ill-suited to markets where services 

are “free” and value is extracted via attention and data. Reformulated competition policy that 

accounts for data concentration, network effects, and multi-sided markets is necessary. 

(C) Content Moderation, Liability, and Free Speech Trade-offs 

Legal debates about platform liability for user content under Section 230 in the United States 

or intermediary liability regimes elsewhere intersect with algorithmic amplification. Holding 

platforms accountable for the effects of their ranking systems implicates complex free speech 

considerations. Over-broad regulation risks chilling legitimate expression; under-regulation 

permits harmful content proliferation. A nuanced approach distinguishing hosting from 

amplification may be required. 
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(D) Audits, Transparency, and Accountability Mechanisms 

Transparency initiatives and algorithmic audits are promising tools, yet they face limitations. 

Publishing high-level descriptions or models without substantive access may amount to 

superficial compliance. Effective oversight likely requires mandated, independent audits with 

access to platform data and decision logic, subject to confidentiality safeguards. Procedural 

safeguards for contestation and redress are likewise necessary. 

VI. RECOMMENDATIONS: TOWARD DEMOCRATIC ALGORITHMIC GOVERNANCE 

(A) Rights-Based Protective Measures 

Legal frameworks should recognize and protect informational self-determination, freedom from 

manipulative profiling, and the right to meaningful explanation in automated decision-making. 

Rights-based constraints could limit certain forms of behavioural nudging or restrict profiling 

for political advertising. Mandatory user consent for profiling must be meaningful, granular, 

and revocable. 

(B) Structural and Competition Remedies 

Competition policy should prioritize structural remedies where necessary: data portability and 

interoperability requirements; restrictions on vertical integration that entrench dominance; and 

measures to prevent lock-in. Public utilities models for core infrastructural functions (e.g., 

interoperability standards, neutral routing) may limit the monopolistic appropriation of social 

communication channels. 

(C) Procedural Reforms: Audits, Impact Assessments, and Due Process 

Platforms should be required to perform algorithmic impact assessments (AIAs) for high-risk 

systems, covering privacy, discrimination, and societal impact. Independent regulatory bodies 

should have investigatory powers, including access to source code and data under proper 

safeguards. Users should have procedural rights to contest automated decisions that 

significantly affect them. 

(D) Public Alternatives and Decentralized Infrastructures 

Publicly governed or cooperative social platforms, interoperable through open protocols, offer 

alternatives to corporate-controlled ecosystems. Investment in public interest platforms and 

decentralization (fediverse, open-source protocols) can diversify the information ecosystem and 

reduce concentration risks. 
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VII. CONCLUSION 

Social media algorithms have profound effects on human life shaping attention, identity, 

politics, and labour. These effects are not accidents of engineering; they arise from business 

models oriented to monetizing attention and behavioral data. Legal and regulatory responses 

have begun to address some harms, but they are fragmented and often inadequate because they 

fail to engage with the structural roots of algorithmic power. A socio-legal approach that 

combines rights-based protections, competition remedies, procedural oversight, and public 

alternatives offers the best path forward to democratize algorithmic governance and to mitigate 

the harms induced by capitalism’s capture of informational spaces. 
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