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Cyber Terrorism and National Security: 

Study of Rising Threat to India’s Digital 

Infrastructure 
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  ABSTRACT 
Cyber terrorism has become a serious threat to national security in the increasingly linked 

digital world, especially countries like India. The growing threat of cyberterrorism to 

India's digital infrastructure, particularly delicate sectors like communication networks, 

power grids, military networks, and banking systems, is the main topic of this study. The 

Information Technology (Intermediary Guidelines and Digital Media Ethics Code) Rules, 

2021, which increase intermediaries' accountability; the Digital Personal Data Protection 

Act, 2023, which is a major step toward comprehensive data privacy legislation; and the 

specific guidelines published by the Indian Computer Emergency Response Team (CERT-

In) to handle cybersecurity threats and incident reporting are just a few of the recent legal 

developments in India that will be examined in this paper with regard to digital 

governance and data protection. This study is going to examine the growing trend of 

cyberterrorism and its consequences for India's national security. The study in this paper 

shows that cyber breaches and possible terrorist threats have alarmingly increased in 

India's digital infrastructure. The research will follow a doctrinal legal research 

methodology. The research highlights three major obstacles to mitigating cyber threats:  

lack of real-time threat detection technologies, lack of effective legal deterrence, and lack 

of inter -agency collaboration. Although India has made great strides in putting 

cybersecurity procedures in place, the paper will come to the conclusion that it urgently 

needs to develop a single national cyberterrorism policy, boost funding for cyber 

intelligence infrastructure, and fortify international cyber diplomacy. India can only 

successfully protect its national security against the growing threat of cyberterrorism by 

combining intergovernmental cooperation, technological innovation, and legal reform. 

Keywords: Cyber Terrorism, National Security, Information Technology Act, 2000, 

Unlawful Activities (Prevention) Act, Cybersecurity, Digital Personal Data Protection 

Act, CERT-In · Cyber Warfare. 
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I. INTRODUCTION 
National security in the digital age now includes a new, complicated battlefield—

cyberspace—in addition to the traditional domains of land, air, and sea. Critical infrastructure 

is now a prime target for cyber threats, including cyber terrorism, as a result of countries' 

growing reliance on digital technology, networks, and data systems. India is at the forefront of 

both innovation and vulnerability due to its strong drive towards digitization under programs 

like Digital India and its growing internet user base of over 800 million. Now that the nation's 

strategic industries—from healthcare, power grids, and transportation to defense and 

finance—are so dependent on cyberspace, they are more vulnerable than ever to cyberattacks 

that aim to cause fear, economic instability, and political unrest in addition to disrupting 

services. 

The deliberate use of disruptive tactics, or the threat of them, against digital infrastructure by 

non-state actors with the aim of causing physical, psychological, or financial harm is known 

as cyber terrorism. Defacing official websites, launching denial-of-service (DoS) assaults on 

public infrastructure, breaking into military networks, and disseminating propaganda via 

digital media are all examples of cyberterrorism. Cyberspace's anonymity, reach, and 

affordability give terrorists a powerful tool for asymmetric warfare. 

A number of occurrences in India have brought attention to the growing threat posed by 

cyberterrorism. These include coordinated attacks on power grids, like the alleged 2020 

cyberattack on Mumbai's electrical infrastructure, the hacking of private government 

databases, and cyber espionage directed against research and defense establishments.  

The absence of a comprehensive national cybersecurity law and the lack of coordination 

between law enforcement, intelligence agencies, and private sector partners further exacerbate 

India's cyberterrorism problem. India's capacity to proactively identify, dissuade, and respond 

to these complex threats is hampered by the lack of well-defined institutional and legal 

remedies. 

This Research paper examines the growing threat of cyberterrorism to India's digital 

infrastructure, evaluates case studies and actual occurrences, examines the institutional and 

legislative responses to this threat, and suggests a strategic framework for strengthening the 

country's cybersecurity architecture. Using a doctrinal research technique, the study uses 

academic literature, government papers, case law, and legal texts to give a thorough grasp of 

the problem. The purpose of this investigation is to aid in the creation of a strong policy 

response that can protect India's digital sovereignty and guarantee national security in the age 

https://www.ijlmh.com/
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of cyberspace. 

II. UNDERSTANDING CYBER TERRORISM 
A. Definition and Scope 

Cyber terrorism means the deliberate use of disruptive or destructive activities—or the threat 

of such activities—conducted via digital means, especially computer networks and systems, 

with the aim of intimidating or coercing governments or societies in pursuit of ideological, 

religious, or political goals can be broadly characterized as cyber terrorism. Cyber terrorism 

has its roots in extremist ideas and aims to instill fear, cause instability, or impose political 

pressure, in contrast to traditional cybercrimes, which are usually driven by financial gain. 

The Federal Bureau of Investigation (FBI) has articulated a widely cited definition of cyber 

terrorism, describing it as: 

“The premeditated, politically motivated attack against information, computer systems, 

computer programs, and data which results in violence against non-combatant targets by 

sub-national groups or clandestine agents.”2 

This definition highlights elements of cyber terrorism: intent, means, target, and impact. To 

begin with, the acts are purposeful and motivated by ideology. Second, the tools are technical 

in nature, mostly involving networks and computers. Third, the targets frequently consist of 

vital infrastructure, including defense networks, financial systems, electricity grids, 

transportation systems, and medical databases. Lastly, the repercussions include psychological 

fear, economic disruption, or physical harm, all of which are similar to the goals of 

conventional terrorism. 

B. Forms of Cyber Terrorism 

Cyber terrorism is broad term, It includes a variety of strategies and methods used by terrorist 

organizations, hacktivist groups, and hostile state actors. These tactics are designed to exploit 

vulnerabilities in digital systems with the goal of causing psychological fear, disrupting 

essential services, sabotaging national defense mechanisms, and undermining economic 

stability. Some of the most prominent and dangerous forms of cyber terrorism include: 

1. Distributed Denial of Service (DDoS) Attacks 

DDoS attacks cause targeted systems or networks to become unusable by flooding them with 

too much traffic. DDoS attacks have the potential to destroy public services, interfere with 

 
2 Federal Bureau of Investigation, Terrorism 2002–2005, U.S. Dep’t of Just. (2006),https://www.fbi.gov/stats-

services/publications/terrorism-2002-2005. 
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governance, and incite public fear when they target vital infrastructure, such as government 

portals, financial networks, or public utility systems. The simultaneous initiation of these 

attacks across various networks, which paralyze national operations in what may be called a 

"digital siege," is particularly worrisome. For example, in 2007, one of the first significant 

DDoS attacks occurred in Estonia, targeting media outlets, banks, and ministries and generally 

thought to be state-sponsored.3 

2. Data Breaches and Ransomware Attacks 

Cyber terrorists are using ransomware and data breaches more frequently to steal, encrypt, or 

corrupt private information. Such data, particularly when it comes to government 

departments, hospitals, or defense agencies, might have disastrous consequences if it is 

released or lost forever. Attackers using ransomware frequently demand cryptocurrency in 

exchange for access restoration, which is a form of extortion. These assaults also have two 

objectives: they undermine trust in national digital systems and produce illegal revenue.  

The WannaCry ransomware assault in 2017, which impacted systems in more than 150 

countries, including the transportation and health sectors in India, is one such example.4 

3. Hacking of Military Communication Systems 

The interception or disruption of military communications poses a direct threat to national 

sovereignty. Cyber terrorists and state actors aim to penetrate encrypted defense networks to 

either steal strategic information or create confusion during military operations. In modern 

hybrid warfare, this form of cyber terrorism can effectively paralyze command structures, 

making physical retaliation or defense mechanisms ineffective. India has reportedly faced 

cyber intrusions targeting its defense research agencies, including the Defence Research and 

Development Organisation (DRDO), allegedly originating from hostile neighboring nations.5 

4. Use of the Dark Web for Recruitment and Propaganda 

Terrorist organizations can recruit agents, disseminate propaganda, and plan operations via the 

dark web's safe and anonymous platform. To avoid being discovered by law enforcement, 

cyber terrorists utilize private forums, encrypted messaging apps, and bitcoin transactions. 

They aid in the radicalization and training of "lone wolf" actors by spreading operational 

guidelines, cyberattack training manuals, and ideological content. Terrorist groups such as 

 
3 Rain Ottis, Analysis of the 2007 Cyber Attacks Against Estonia from the Information Warfare Perspective, 29 

J. Int’l Mil. Hist. & Hist. 82 (2008). 
4 Europol, WannaCry Ransomware Attack, Eur. Union Agency for L. Enf’t Cooperation (2017), 

https://www.europol.europa.eu/newsroom/news/wannacry-ransomware. 
5 Vikas Pandey, India’s Defence Research Agency Targeted in Suspected State-Sponsored Cyberattack, BBC 

News (Nov. 30, 2020), https://www.bbc.com/news/world-asia-india-55131043. 
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ISIS have used the internet and dark web to create online communities, increase their power, 

and incite solitary or coordinated cyberattacks across national boundaries.6 

III. LEGAL FRAMEWORK GOVERNING CYBER TERRORISM IN INDIA 
In order to prevent cyberterrorism, India has implemented a multi-tiered legal structure that 

includes institutional processes, delegated legislation, and statutory laws. Although there isn't 

any standalone legislation that defines or deals with cyber terrorism expressly, a number of 

regulations have been modified or construed to reflect the emergence of sophisticated cyber 

threats that target government networks, infrastructure, and individual privacy. The 

Information Technology Act of 2000, the Unlawful Activities (Prevention) Act of 1967, the 

Intermediary Guidelines and Digital Media Ethics Code Rules of 2021, the Digital Personal 

Data Protection Act of 2023, and the institutional function of CERT-In are the main sources 

of the legal reaction. 

A. Information Technology Act, 2000 (as amended in 2008) 

Information Technology Act of 2000, which addresses cybercrime in India. After the 2008 

Mumbai attacks, Section 66F was added to the Act to specifically cyberterrorism punishment 

in order to address the concerns of Cyber terrorism activity. 

Section 66F(1) states that whoever, with intent to threaten the unity, integrity, security, or 

sovereignty of India or to strike terror in the people, denies access to a computer resource, 

introduces computer contaminants, or causes damage to critical information infrastructure, 

shall be punished with imprisonment for life. This provision is significant in countering 

terrorist acts carried out through cyberspace, including attacks against financial systems, air 

traffic control, defense networks, and power grids.7 

B. Unlawful Activities (Prevention) Act, 1967 (UAPA) 

The main anti-terrorism law in India is the Unlawful Activities (Prevention) Act, 1967. 

Through subsequent modifications, its scope has expanded to cover digital and cyber-enabled 

terrorism, despite its initial focus on illegal connections and terrorist acts. A terrorist act is 

defined broadly in Section 15, which includes acts carried out online through digital means. 

By permitting the government to identify people as terrorists even in the absence of actual 

organizational involvement, the 2019 Amendment to the UAPA expanded its reach even 

 
6 Gabriel Weimann, Terror on the Internet: The New Arena, the New Challenges 45 (U.S. Inst. of Peace Press 

2006). 
7 Information Technology Act, No. 21 of 2000, § 66F, Acts of Parliament, 2000 (India), amended by Information 

Technology (Amendment) Act, No. 10 of 2009, § 32, Gazette of India, Extraordinary, pt. II, sec. 1 (Feb. 5, 

2009). 

https://www.ijlmh.com/
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further. This clause covers cyber operatives, such as those who use the internet for recruiting 

and propaganda, online radicalization, or inciting violence through digital media.8 

C. Information Technology (Intermediary Guidelines and Digital Media Ethics Code) 

Rules, 2021 

The Information Technology (Intermediary Guidelines and Digital Media Ethics Code) Rules, 

2021, which are framed under Section 87(2)(z) and (zg) of the IT Act, regulate digital 

intermediaries, such as social media platforms and over-the-top (OTT) content providers. 

These regulations compel intermediaries to exercise due care, which includes ensuring that 

illegal content is promptly removed and that transmissions can be traced. To maintain 

accountability, Rule 4 requires "significant social media intermediaries" to designate 

compliance officers, grievance officers, and nodal contact persons. More importantly, Rule 

3(1)(d) specifically addresses the dissemination of terrorist propaganda online by requiring 

intermediaries to take reasonable steps to stop the hosting, publication, or transmission of 

anything that endangers public order or national security.9 

D. Digital Personal Data Protection Act, 2023 

India's first comprehensive data protection law is the Digital Personal Data Protection Act, 

2023 (DPDP Act). Its rules significantly overlap with national security concerns, despite its 

primary goal of protecting personal data and guaranteeing individual privacy. Terrorist groups 

frequently use stolen or leaked data to finance operations, carry out social engineering attacks, 

or use targeted communications to radicalize people. The Act requires timely breach reporting 

and requires data fiduciaries to put strong security measures in place under Section 8.10 

E. Role of CERT-In (Indian Computer Emergency Response eam) 

As the national organization for incident response and coordination in the case of cyber 

threats, the Indian Computer Emergency Response Team (CERT-In) was established in 

accordance with Section 70B of the IT Act. In the event of a national cyber emergency, 

CERT-In is statutory in its ability to issue advisories, coordinate with peers around the world, 

and require compliance from private entities. Data breaches, ransomware attacks, DDoS 

attacks, and attacks on vital infrastructure are among the occurrences that must be notified 

 
8 Unlawful Activities (Prevention) Act, No. 37 of 1967, § 15, Acts of Parliament, 1967 (India), amended by 

Unlawful Activities (Prevention) Amendment Act, No. 28 of 2019, Gazette of India, Extraordinary, pt. II, sec. 1 

(Aug. 8, 2019). 
9 Information Technology (Intermediary Guidelines and Digital Media Ethics Code) Rules, 2021, G.S.R. 139(E), 

Gazette of India, Extraordinary, pt. II, sec. 3(i) (Feb. 25, 2021), issued under The Information Technology Act, 

No. 21 of 2000, § 87(2)(z) & (zg) (India). 
10 The Digital Personal Data Protection Act, No. 22 of 2023, §§ 8–15, Acts of Parliament, 2023 (India), Gazette 

of India, Extraordinary, pt. II, sec. 1 (Aug. 11, 2023). 
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within six hours of discovery in accordance with its 2022 Directions. Because it makes timely 

mitigation, public communication, and threat intelligence collecting easier, this rapid 

reporting method is essential for fighting cyberterrorism.11 

IV. CHALLENGES IN COMBATING CYBER TERRORISM IN INDIA 
Despite an evolving legislative and institutional framework, India continues to face significant 

obstacles in effectively responding to cyber terrorism. These challenges span technological, 

legal, institutional, and international domains and require urgent redressal to safeguard 

national security. 

A. Lack of Real-Time Threat Detection 

Artificial intelligence (AI)-based cyber threat detection and response systems that are capable 

of real-time Advanced Persistent Threat (APT) detection are not available in India. There are 

weaknesses in India's early-warning systems because the majority of cybersecurity measures 

are reactive rather than predictive. If big data analytics, machine learning, and automated 

intrusion detection systems aren't integrated, intrusions may go unnoticed for a long time, 

endangering vital systems like banking databases and power grids.12 

B. Ineffective Legal Deterrence 

Notwithstanding the existence of laws, India's cyber law system is ill-prepared to prevent 

sophisticated cyberterrorism, especially in view of the increasing influence of threats 

facilitated by artificial intelligence, assaults from outside the country, and digital anonymity. 

This inefficiency is caused by a judicial system that is not well-prepared, jurisdictional 

limitations, and a lack of clarification in law rules. 

1. Outdated Scope of Section 66F, IT Act 

Cyberterrorism is defined by Section 66F of the Information Technology Act as an act 

committed with the purpose of endangering India's sovereignty, integrity, security, or defense 

by gaining unauthorized access to computer resources or destroying vital information 

infrastructure.  

However, a number of cutting-edge technologies employed in cyberterrorism are not 

specifically acknowledged or made illegal by this clause, including:  

 
11 Indian Computer Emergency Response Team (CERT-In), Directions Relating to Information Security 

Practices, Procedures, Prevention, Response, and Reporting of Cyber Incidents, No. 20(3)/2022-CERT-In, 

Gazette of India, Extraordinary (Apr. 28, 2022), https://www.cert-in.org.in/PDF/CERT 

In_Directions_70B_28.04.2022.pdf. 
12 See Ministry of Electronics & Information Technology, Gov’t of India, India’s National Cyber Security 

Strategy (Draft), 4 (2020), https://www.meity.gov.in (proposing enhancement of threat intelligence and real-time 

monitoring infrastructure). 
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a) AI-generated deepfakes that are intended to instigate violence or influence political 

discourse,  

b) Using machine learning algorithms to automate phishing or disinformation efforts, social 

engineering  

c) Terrorism operations financed by cryptocurrency, which provide anonymity and avoid 

financial tracking. 

Because these contemporary dangers do not precisely fit the legal definition of cyberterrorism, 

there is uncertainty around their prosecution and enforcement. 

2. Jurisdictional Limitations on Enforcement of Laws Outside India 

The perpetrators of cyberterrorism frequently use servers, proxies, and decentralized networks 

situated in other states to operate from beyond India's boundaries. Due to this fact, there are 

two primary legal obstacles: 

a) Digital evidence kept overseas cannot be directly investigated or seized by Indian 

authorities;  

b) Reliance on international collaboration or Mutual Legal Assistance Treaties (MLATs) 

is inefficient and lengthy, frequently requiring months or years, which lessens the 

deterrent power of prosecution.13 

3. An extended Judicial Processes and Lack of Expertise 

The procedural handling of cyberterrorism cases is hampered by India's overworked judiciary 

due to: 

 a) a lack of qualified judges, forensic investigators, and cybercrime prosecutors;  

b) trial and pre-trial delays that could cause digital evidence to become stale, manipulated, or 

unusable; and  

c) lax admissibility standards for digital evidence, particularly in the absence of appropriate 

chain-of-custody protocols.  

Because of these systemic problems, current laws' deterrent effect is diminished, giving 

terrorists and cybercriminals a greater degree of freedom.14 

 

 
13 Riley, Michael & Robertson, Jordan, Russian Hackers Broke into Federal Agencies, U.S. Officials Suspect, 

Bloomberg, Dec. 13, 2020, https://www.bloomberg.com/news/articles/2020-12-13/russian-hackers-suspected-in-

breach-of-federal-agencies. 
14 George, Rohan, Why India Needs Special Cyber Courts, The Leaflet, Apr. 3, 2022, https://theleaflet.in/why-

india-needs-special-cyber-courts/. 
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D. Shortage of Skilled Cybersecurity Workforce 

The number of qualified cybersecurity specialists in India is steadily declining. In order to 

safeguard its digital economy, India will require more than a million cybersecurity specialists 

by 2025, but the country's present educational and training infrastructure is insufficient, 

according to NASSCOM-DSCI. Programs by the government, such as ISEA and Cyber 

Surakshit Bharat, are not well-received in rural or neglected areas.15 

E. Inadequate Public-Private Partnership (PPP) 

Although private companies own more than 80% of India's digital infrastructure, there is still 

no public-private cybersecurity cooperation. Underreporting and a lack of shared intelligence 

result from businesses' reluctance to disclose cyber occurrences for fear of regulatory 

repercussions or reputational issues. The establishment of a uniform procedure for cross-

sectoral cyber drills, cooperative cyber audits, and required breach reporting is ongoing.16 

F. International Cooperation and Attribution Difficulties 

Attribution is complicated by the fact that cybercrime frequently includes anonymous people 

and international networks. Due to concerns about sovereignty, India has chosen not to ratify 

the Budapest Convention on Cybercrime, which restricts its access to digital evidence from 

other countries. Furthermore, in real-time scenarios, the current Mutual Legal Assistance 

Treaties (MLATs) are inefficient and slow.17 

V. GLOBAL COMPARATIVE PERSPECTIVE:  
Many nations have implemented extensive institutional, technological, and legal frameworks 

in the battle against cyberterrorism, and India can learn a lot from them. India's cyber defense 

posture can be strengthened by highlighting reforms and illuminating effective models 

through a comparative review of international best practices. 

A. United States: Integrated Legal and Operational Approach 

Law enforcement, intelligence, and private sector cooperation have come together to form the 

United States' diverse cybersecurity infrastructure. 

 
15 NASSCOM-DSCI, Cybersecurity Skills Development Report (2021), https://www.dsci.in. 
16 Ministry of Electronics & Information Technology, Gov’t of India, The Information Technology (Intermediary 

Guidelines and Digital Media Ethics Code) Rules, G.S.R. 139(E), Feb. 25, 2021. 
17 Ministry of External Affairs, Gov’t of India, India’s Position on the Budapest Convention on Cybercrime, 

(2020), https://mea.gov.in. 
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a) The USA PATRIOT Act broadened the definition of terrorism to encompass cyber 

actions meant to threaten or coerce a civilian population or government.18 

b)  Coordinating cyber threat intelligence, protecting vital infrastructure, and providing 

real-time alerts are all major responsibilities of the Cybersecurity and Infrastructure 

Security Agency (CISA).19 

c) In 2015, the United States also passed the Cybersecurity Information Sharing Act 

(CISA), which permits private and public parties to share information about cyberthreats 

while maintaining privacy.20 

These programs have a strong emphasis on international cyber diplomacy, cross-agency 

collaboration, and real-time threat detection. 

B. European Union: Privacy-Centric but Secure 

In order to combat cyberterrorism, the European Union (EU) places a strong emphasis on data 

protection and international collaboration: 

a) While allowing for certain exceptions for counterterrorism and national security, the 

General Data Protection Regulation (GDPR) guarantees that data handling by public and 

commercial entities complies with stringent accountability standards.21 

b) The European Union Agency for Cybersecurity (ENISA) is authorized by the EU 

Cybersecurity Act (2019) to certify vital digital systems and facilitate coordinated 

responses.22 

c) To combat transnational cybercrime and cyber-enabled terrorism, EU member states 

collaborate through EUROPOL's European Cybercrime Centre (EC3).23 

The EU's strategy strikes a solid balance between state security and civil liberty. 

C. Israel: Offensive and Intelligence-Led Model 

Israel treats cyberterrorism with military urgency according to an offensive cyber defense 

 
18 Uniting and Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct 

Terrorism (USA PATRIOT) Act of 2001, Pub. L. No. 107-56, 115 Stat. 272 (codified in scattered sections of the 

U.S.C.). 
19 Cybersecurity and Infrastructure Security Agency, About CISA, https://www.cisa.gov/about (last visited May 

18, 2025). 
20 Cybersecurity Information Sharing Act of 2015, Pub. L. No. 114-113, §§ 101–110, 129 Stat. 2935. 
21 Regulation (EU) 2016/679 of the European Parliament and of the Council (General Data Protection 

Regulation), 2016 O.J. (L 119) 1. 
22 Regulation (EU) 2019/881 of the European Parliament and of the Council, 2019 O.J. (L 151) 15 

(Cybersecurity Act). 
23 European Union Agency for Law Enforcement Cooperation (EUROPOL), European Cybercrime Centre 

(EC3), https://www.europol.europa.eu (last visited May 18, 2025). 
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model: 

a) Military and civilian cyber operations are coordinated by the Israeli National Cyber 

Directorate (INCD).24 

b) It works with commercial organizations and foreign partners, emphasizing threat 

neutralization through both offensive and defensive cyber capabilities. 

c) With mandatory military service in cyber intelligence units like Unit 8200, Israel's 

cyber education programs have created a sizable pool of skilled people.25 

The benefits of a preventive approach, centralized command, and cyber-skilled human 

resources are illustrated by the Israeli model. 

D. Estonia: Cyber Resilience through Digital Sovereignty 

One of the most technologically sophisticated countries, Estonia, had a statewide cyberattack 

in 2007 that was ascribed to foreign actors. As a result, Estonia created the Cyber Security 

Strategy 2022–2027, which prioritizes vital infrastructure security, military-civilian 

collaboration, and public awareness.26 

It facilitates international cooperation in cyber defense research by housing the NATO 

Cooperative Cyber Defence Centre of Excellence (CCDCOE).27 In order to improve digital 

resilience and auditability, Estonia also invented digital identification and blockchain-based 

data registries.This strategy emphasizes the value of resilience planning, cyber education, and 

regional collaboration. 

E. Lacking in India Compared to other Countries 

The following are areas where India falls short of these global norms: 

• Legal modernization: Definitional and procedural loopholes can be filled by passing 

a specific Cyber Terrorism Act akin to those in the US or Israel. 

• Centralization: Incident response might be streamlined by a Unified Cyber Security 

Command, similar to INCD or CISA. 

• Public-private intelligence sharing: Cooperation and situational awareness may be 

enhanced by adopting the US CISA approach. 

 
24 Israeli National Cyber Directorate, About Us, https://www.gov.il/en/departments/cyber (last visited May 18, 

2025). 
25 Gabriel Weimann, Cyberterrorism and Israel's Security Strategy, 25 Terrorism & Pol. Violence 720, 729 

(2013). 
26 Estonian Ministry of Economic Affairs and Communications, Cyber Security Strategy 2022–2027, 

https://www.mkm.ee (last visited May 18, 2025). 
27 NATO Cooperative Cyber Defence Centre of Excellence, About CCDCOE, https://www.ccdcoe.org (last 

visited May 18, 2025). 
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• International cooperation: India must to reevaluate its position on ratifying 

agreements that promote the sharing of evidence across borders, such as the Budapest 

Convention on Cybercrime. 

• Cybersecurity skilling: Scalable skilling programs in India should be influenced by 

Estonia's and Israel's emphasis on cyber education. 

India can improve its reaction agility, resilience, and cyber deterrence in the face of growing 

cyberterrorism threats by taking lessons from these nations. 

VI. SUGGESTIONS 
1. Formulation of a National Cyber Terrorism Policy 

A specific National Cyber Terrorism Policy is desperately needed in India to handle the 

intricate and dynamic nature of cyberthreats. Such a policy will maximize resource 

deployment, define institutional duties, and offer strategic direction in the fight against 

cyberterrorism. 

2. Infrastructure Investment in Cyber Intelligence 

India has to invest in AI, ML, and Big Data analytics to strengthen its cyber intelligence 

infrastructure so that it can quickly identify and neutralize sophisticated attacks. Coordination 

between sectors will improve with the development of domestic technology and safe threat-

sharing platforms. 

3. Promotion of Cyber Diplomacy 

India must actively participate in bilateral, regional, and international forums to bolster cyber 

diplomacy in order to counteract the transnational aspect of cyberterrorism. It should expand 

MLATs for cross-border investigations and extraditions and seek accords for the exchange of 

real-time cyber threat intelligence. India would be able to influence international cyber norms 

by taking part in organizations like UNGGE, GCCS, and INTERPOL.  

4. Establishment of a Unified Cyber Command 

To coordinate and expedite operations across military, intelligence, law enforcement, and 

civilian cybersecurity organizations, India requires a Unified Cyber Command. Equipped with 

cutting-edge technology and knowledgeable staff, it would oversee offensive operations, crisis 

response, and cyber protection. Under this command, coordinated policy execution and 

training would enhance international collaboration and preparedness. All things considered, it 

will strengthen India's strategic defense against cyberterrorism and cyber deterrence. 
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VII. CONCLUSION 
India's national security is increasingly at risk from cyberterrorism, which targets not only 

digital networks but also national sovereignty, public trust, and economic stability. Laws like 

the IT Act, institutional structures like CERT-In, and intermediate rules have helped India 

make great strides, but new threats highlight enduring weaknesses including antiquated legal 

definitions, inadequate real-time threat detection, and little international collaboration. Legal 

changes, cybersecurity technologies powered by AI, and improved collaboration between the 

public, military, and business sectors are all essential components of a holistic response. India 

should improve its cyber diplomacy abroad in order to share intelligence and establish 

common security standards. In order to increase cyber defense capability, it is also essential to 

invest in education and skill development. To safeguard India's digital infrastructure and 

establish leadership in global cyber resilience, a proactive, coordinated approach integrating 

legislative, technological, and diplomatic initiatives is necessary. India's ability to respond 

quickly to the intricate and changing problems posed by cyberterrorism would be crucial to 

preserving national security in the digital era. 
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