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  ABSTRACT 
This paper investigates the deployment of predictive policing systems in major American 

cities, interrogating the profound tension between their stated goal of achieving 

“algorithmic justice” and their operational reality as engines of “digital discrimination.” 

While proponents champion these technologies as objective, data-driven tools capable of 

overcoming human bias and enhancing law enforcement efficiency, this analysis argues 

that their current implementation institutionalizes and amplifies historical racial biases. 

The paper traces the genealogy of predictive policing from its roots in Compstat to its 

modern, commercialized form, deconstructing the technical architecture that perpetuates 

discrimination. Central to this critique is the reliance on “dirty data”-historical police 

records tainted by racially skewed enforcement practices-which fuels runaway feedback 

loops that concentrate police presence in minority communities, regardless of actual 

crime rates. Through critical case studies of programs in Chicago and Los Angeles, the 

paper demonstrates a consistent pattern of unproven efficacy, racial disparity, and 

eventual discontinuation following independent audits. Furthermore, it presents a 

rigorous constitutional analysis, arguing that predictive policing challenges the Fourth 

Amendment’s requirement for articulable suspicion and the Fourteenth Amendment’s 

guarantee of equal protection. The paper concludes that narrow technical fixes, such as 

algorithmic audits and fairness-aware machine learning, are insufficient to resolve these 

fundamental flaws. A genuine pursuit of justice requires a paradigm shift: from punitive 

prediction to restorative social investment, leveraging data not for targeted enforcement 

but to address the systemic inequities that are the root causes of crime. 

Keywords: Algorithmic bias, constitutional law, digital discrimination, predictive 

policing, racial profiling 

 

I. INTRODUCTION: THE PROMISE AND PERIL OF THE ALGORITHMIC BEAT COP 
In the modern metropolis, the beat cop is increasingly guided not by intuition or experience 

alone, but by the output of a complex algorithm. This technological turn, known as predictive 
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policing, has been heralded as a revolution in law enforcement, promising a future of 

“algorithmic justice”-the fair, unbiased, and efficient use of algorithms to prevent crime and 

allocate scarce police resources equitably.3 Proponents argue that by relying on sophisticated 

data analysis, these systems can process vast amounts of information without the human 

frailties of prejudice or distraction, leading to more effective and equitable public safety.4 The 

allure of this narrative is powerful, offering a seemingly objective, technological solution to 

the deeply entrenched problems of crime and biased policing. 

This paper, however, interrogates the starkly different reality that has emerged from the streets 

where these systems are deployed. Critics contend that predictive policing, far from achieving 

justice, has become a potent new mechanism of “digital discrimination”.5 This term describes 

the unfair or differential treatment of individuals based on algorithmic processing of their 

data, a practice that often reproduces and amplifies existing societal inequalities.6 The very 

framing of the debate as a choice between algorithmic justice and its absence is, in itself, a 

product of the technology’s rollout. The concept of “algorithmic justice” functions as a 

powerful marketing narrative, employed by vendors and adopted by police departments to 

project an image of modernization and objectivity, particularly in an era of heightened public 

scrutiny over police conduct.7 This strategic framing legitimizes the adoption of these tools 

before their profound flaws are widely understood, obscuring the more mundane and 

damaging reality of digital discrimination. 

This paper argues that the current implementation of predictive policing in American cities 

overwhelmingly aligns with the critical view. Far from ushering in an era of algorithmic 

justice, these systems institutionalize a form of digital discrimination by ingesting historically 

biased data, creating self-perpetuating feedback loops of surveillance, and operating within an 

opaque “black box” that evades meaningful legal and public accountability. This process 

amounts to a “tech-washing” of discriminatory practices, lending a false imprimatur of 

scientific impartiality to the reinforcement of racial bias.8 In doing so, it poses profound 

 
3 Algorithmic Justice 101 - Number Analytics, accessed July 9, 2025, 

https://www.numberanalytics.com/blog/algorithmic-justice-101. 
4 Development of and Concerns Regarding Predictive Policing ..., accessed July 9, 2025, 

https://stpp.fordschool.umich.edu/research/policy-brief/development-and-concerns-regarding-predictive-

policing-practices.  
5 naacp.org, accessed July 9, 2025, https://naacp.org/resources/digital-discrimination-must-be-defined-based-

disparate-impact 
6 (PDF) Digital Discrimination - ResearchGate, accessed July 9, 2025, 

https://www.researchgate.net/publication/336792693_Digital_Discrimination. 
7 “Policing Predictive Policing” by Andrew Ferguson - Digital Commons @ American University Washington 

College of Law, accessed July 9, 2025, https://digitalcommons.wcl.american.edu/facsch_lawrev/749/.  
8 Statement of Concern About Predictive Policing by ACLU and 16 ..., accessed July 9, 2025, 

https://www.aclu.org/documents/statement-concern-about-predictive-policing-aclu-and-16-civil-rights-privacy-

https://www.ijlmh.com/
https://www.ijlmh.com/


 
846  International Journal of Law Management & Humanities [Vol. 8 Iss 4; 844] 
 

© 2025. International Journal of Law Management & Humanities   [ISSN 2581-5369] 

challenges to fundamental constitutional rights and undermines trust between law 

enforcement and the communities they are sworn to protect. 

To substantiate this argument, this paper will first trace the genealogy of predictive policing, 

examining its evolution from early data-driven tactics to the sophisticated, commercialized 

systems in use today. Second, it will provide a technical deconstruction of the architecture of 

bias, explaining how flawed “dirty data” and feedback loops systematically produce 

discriminatory outcomes. Third, it will present an empirical review of predictive policing in 

practice, using case studies from Chicago and Los Angeles to demonstrate a pattern of failed 

promises and disparate racial impacts. Fourth, it will conduct a rigorous constitutional 

analysis, assessing predictive policing under the Fourth and Fourteenth Amendments. Finally, 

it will explore potential paths forward, evaluating both technical and governance-based 

reforms and arguing for a fundamental reimagining of the purpose of data-driven tools in the 

pursuit of public safety. 

II. THE ALGORITHMIC TURN IN POLICING: A GENEALOGY OF PREDICTION 

The rise of predictive policing is not a sudden technological rupture but the culmination of a 

decades-long evolution in law enforcement strategy, driven by shifting criminological 

theories, technological advancements, and political imperatives. Understanding this history 

reveals how an initial focus on analyzing past events morphed into an ambitious, and fraught, 

attempt to forecast the future, fundamentally changing the nature of police work. 

A. From push-pins to predictions: the pre-digital roots 

The intellectual foundations of predictive policing predate the digital age, rooted in 

criminological theories that sought to identify patterns in criminal behavior. Theories like 

situational action (SA), which links crime to an individual’s perception of available actions 

and self-control, and labelling theory, which contends that police intervention can stigmatize 

individuals and increase deviance, provided early frameworks for understanding risk factors. 

Other theories focused on the characteristics of places, examining how factors like population 

density or economic stability correlate with crime rates.9 

The most pivotal pre-digital development was the advent of Compstat (an abbreviation of 

COMParative STATistics) in the 1990s at the New York City Police Department (NYPD) 

under the leadership of Commissioner William Bratton. Compstat represented the first 

systematic, data-driven approach to policing. It involved compiling and mapping crime data 

 
racial-justice. 
9 Predictive Policing: A Review of the Literature - PDXScholar, accessed July 9, 2025, 

https://pdxscholar.library.pdx.edu/cgi/viewcontent.cgi?article=1004&context=ccj_capstone.  
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across the city to identify “hotspots” and hold precinct commanders accountable for 

addressing trends.10 While rudimentary by today’s standards-often involving literal push-pins 

on a map-Compstat established the foundational “data-driven” mindset that would come to 

dominate modern policing and set the stage for its algorithmic successors. 

B. The rise of the algorithm: big data and the commercialization of prediction 

The transition to modern predictive policing was accelerated by a confluence of factors in the 

early 21st century. The post-9/11 security environment created an intense focus on data-driven 

intelligence gathering and pre-emptive threat analysis, with local police departments 

increasingly viewed as frontline actors in this effort.11 Simultaneously, the 2008 financial 

crisis imposed severe budget cuts on municipalities, creating a powerful demand for tools that 

promised greater efficiency and the ability to “do more with less”. This demand was met by 

the availability of large federal grants from agencies like the Bureau of Justice Assistance, 

which financed pilot projects and encouraged the adoption of “smart policing” technologies. 

Technologically, this period saw a crucial shift from the static hotspot mapping of the 

Compstat era to dynamic, machine-learning algorithms capable of processing vast and varied 

datasets in near real-time. This gave rise to a new and lucrative industry of predictive policing 

vendors. Companies like PredPol (now Geolitica), Palantir, and Azavea (developer of 

HunchLab) began marketing sophisticated, often proprietary, software solutions to police 

departments, which invested millions in these largely unproven systems. These technologies 

generally fall into two categories:  

place-based systems, like PredPol, which use historical crime data to predict locations where 

future crimes are likely to occur, and person-based systems, like the Chicago Police 

Department’s Strategic Subject List (SSL) or the Los Angeles Police Department’s (LAPD) 

Operation LASER, which analyze individual data to assign “risk scores” to people deemed 

likely to be involved in violence.12 

The evolution from Compstat to algorithmic prediction represents more than just an increase 

in technological sophistication; it marks a fundamental change in the temporal and legal basis 

of police intervention. Compstat was a retrospective tool; it analyzed where crime had 

occurred to inform resource deployment based on historical fact. Predictive policing, by 

 
10 The history of predictive policing in the United States | by VRKRBR - Medium, accessed July 9, 2025, 

https://medium.com/@Vera_Kerber/a-brief-history-of-predictive-policing-in-the-united-states-ec3568e5c42c. 
11 Predictive Policing and the Ethics of Preemption - PhilArchive, accessed July 9, 2025, 

https://philarchive.org/archive/SUSPPA. 
12 Predictive Policing: Forecasting Crime for Law Enforcement - RAND, accessed July 9, 2025, 

https://www.rand.org/content/dam/rand/pubs/research_briefs/RB9700/RB9735/RAND_RB9735.pdf.  
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contrast, is a pre-emptive tool; it uses historical data to generate a forecast of where crime will 

occur or who will be involved. Police action is thus predicated not on a known incident but on 

a statistical probability. This shift to a “pre-crime” posture fundamentally alters the nature of 

policing, moving it from a reactive to a proactive, and speculative, stance that creates novel 

and profound legal and ethical challenges.13 

C. Defining the stakes: algorithmic justice vs. digital discrimination 

At the heart of the debate over this new paradigm are two competing concepts that define its 

potential and its peril. 

Algorithmic Justice is the ideal. It refers to the design and use of algorithms in a manner that 

is fair, transparent, accountable, and respectful of human rights. The core objective is to 

identify and mitigate biases in automated decision-making to prevent technology from 

perpetuating or exacerbating existing social inequalities in areas like law enforcement. 

Digital Discrimination, however, is often the reality. This concept describes the unfair, 

unethical, or differential treatment of individuals based on the automated processing of their 

personal data. It frequently reproduces and amplifies offline biases, resulting in discriminatory 

outcomes against marginalized groups. The Federal Communications Commission (FCC), in a 

related context, has established a legal definition that is highly relevant, defining digital 

discrimination to include both disparate treatment (intentional discrimination) and disparate 

impact (actions that result in discriminatory effects, even if unintentional), where such effects 

are not justified by genuine issues of technical or economic feasibility.14 This framework, 

which recognizes that impact can be as harmful as intent, provides a powerful lens through 

which to analyze the operations and consequences of predictive policing. 

III. THE ARCHITECTURE OF BIAS: FEEDBACK LOOPS AND “DIRTY DATA” 

The promise of predictive policing to deliver objective, race-neutral enforcement hinges on 

the quality of its data and the integrity of its analytical process. However, a close examination 

reveals a system architecture that is fundamentally flawed. By relying on biased historical 

data and creating self-perpetuating feedback loops, these systems do not eliminate bias but 

rather codify, amplify, and obscure it within a veneer of technological sophistication. 

 

 
13 AI Policing: Legal & Ethical Insights on Predictive Policing by Moro ..., accessed July 9, 2025, 

https://www.morolawyers.com/post/pre-crime-and-predictive-policing-legal-and-ethical-considerations.  
14 FCC Digital Discrimination Rules Will Affect Landlords, Building Owners, Contractors, accessed July 9, 

2025, https://www.cooley.com/news/insight/2024/2024-02-07-fcc-digital-discrimination-rules-will-affect-

landlords-building-owners-contractors.  
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A. The original sin: “dirty data” as a biased foundation 

The foundational flaw of virtually all predictive policing systems is their reliance on historical 

police data as the primary input.15 This data-comprising records of arrests, reported crimes, 

and calls for service-is treated by the algorithms as a neutral and comprehensive 

representation of criminal activity. In reality, it is anything but. Civil rights organizations and 

researchers have termed this input “dirty data”: data that is derived from or influenced by 

decades of corrupt, biased, and sometimes unlawful policing practices.16 

Official crime data is not a pure measure of crime; it is a measure of police enforcement 

priorities and presence.17 It is a well-documented fact that communities of color, particularly 

Black communities, have been historically and disproportionately subjected to higher levels of 

police surveillance, stops, and arrests, even for offenses where commission rates are 

comparable across racial groups, such as drug use. This systemic bias is baked into the very 

data that predictive algorithms are trained on. For example, if a neighborhood has been 

historically targeted by aggressive “stop-and-frisk” or drug enforcement tactics, its official 

crime data will show a higher number of arrests, regardless of the underlying crime rate 

compared to a less-policed, more affluent neighborhood.18 In some jurisdictions, the data is 

further tainted by documented instances of police manipulating crime statistics to meet 

departmental quotas or political pressure.19 

When an algorithm is trained on this “dirty data,” it inevitably learns and reproduces these 

historical biases. The system is not, therefore, predicting crime. It is predicting policing-

forecasting where police have historically focused their attention and made arrests. 

B. The vicious cycle: runaway feedback loops 

The problem of biased input data is dangerously compounded by the operational process of 

predictive policing, which creates a pernicious feedback loop. This mechanism, also described 

 
15 Algorithmic Justice or Bias: Legal Implications of Predictive Policing ..., accessed July 9, 2025, 

https://jhulr.org/2025/01/01/algorithmic-justice-or-bias-legal-implications-of-predictive-policing-algorithms-in-

criminal-justice/.  
16 Predictive Policing Explained | Brennan Center for Justice, accessed July 9, 2025, 

https://www.brennancenter.org/our-work/research-reports/predictive-policing-explained. 
17 Predictive Policing Software Is More Accurate at Predicting Policing Than Predicting Crime | American Civil 

Liberties Union, accessed July 9, 2025, https://www.aclu.org/news/criminal-law-reform/predictive-policing-

software-more-accurate. 
18 DIRTY DATA, BAD PREDICTIONS: HOW CIVIL RIGHTS VIOLATIONS IMPACT POLICE DATA, 

PREDICTIVE POLICING SYSTEMS, AND JUSTICE - NYU Law Review, accessed July 9, 2025, 

https://www.nyulawreview.org/wp-content/uploads/2019/04/NYULawReview-94-Richardson_etal-FIN.pdf. 
19 Chicago’s predictive policing program told a man he would be involved with a shooting., accessed July 9, 

2025, https://ainowinstitute.org/news/chicagos-predictive-policing-program-told-a-man-he-would-be-involved-

with-a.  
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as a “self-fulfilling prophecy,” systematically reinforces and amplifies initial biases over 

time.20 The process unfolds in four distinct steps: 

i. Prediction: The algorithm, trained on historically skewed data, identifies minority 

communities as “hot spots” or assigns high “risk scores” to individuals within them. 

ii. Deployment: Based on these predictions, law enforcement agencies dispatch more 

officers and concentrate more resources in these targeted areas. 

iii. Discovery: The intensified police presence naturally leads to the detection of more 

crime and a higher number of arrests in these neighborhoods. This includes low-level, 

discretionary offenses (like loitering or minor drug possession) that might go entirely 

unnoticed in less-patrolled areas. This is what researchers term “discovered” crime, 

which reflects police activity rather than an actual increase in criminal behavior. 

iv. Reinforcement: This new arrest and incident data is then fed back into the algorithm as 

new input. The system interprets this data not as the result of its own directive to 

increase patrols, but as a confirmation of the area’s inherent criminality. The 

neighborhood’s “risk score” is validated and often increased, which in turn leads to 

even greater police deployment in the next cycle. 

This creates a “runaway” effect where police are repeatedly sent back to the same 

neighborhoods, entrenching patterns of over-policing regardless of the area’s true underlying 

crime rate. The feedback loop thus functions as a powerful socio-technical engine for 

laundering bias. It takes the subjective, and often discriminatory, decisions that constitute 

historical policing data and transforms them through a seemingly objective mathematical 

process. The resulting output-a “hot spot” map or a “risk score”-is then used to justify and 

intensify the very policing practices that created the biased data in the first place. In this way, 

historical human bias is not only perpetuated but amplified and granted an “imprimatur of 

impartiality” that makes it far more difficult to challenge. 

C. The “black box” problem: proprietary secrecy and the accountability void 

The architecture of bias is shrouded in a veil of corporate and governmental secrecy. Most 

predictive policing systems are developed and sold by private technology companies that 

guard their algorithms as proprietary trade secrets. This creates a “black box” problem: the 

inner workings of the systems-the specific data inputs used, the factors they weigh, and the 

logic of their predictions-are hidden from public and legal scrutiny. 

 
20 Algorithmic Policing: When Predicting Means Presuming Guilty - AlgorithmWatch, accessed July 9, 2025, 

https://algorithmwatch.org/en/algorithmic-policing-explained/.  
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This opacity creates an accountability vacuum. Defendants who have been targeted based on 

an algorithmic prediction have no meaningful way to challenge the evidence against them, a 

direct affront to the principles of due process. Civil rights organizations, researchers, and 

community members are prevented from conducting independent audits to assess the systems 

for fairness and accuracy. Police departments themselves may not fully understand the 

complex models they are using. This lack of transparency makes it nearly impossible to hold 

either the vendors who build the systems or the agencies that deploy them accountable for 

discriminatory outcomes, allowing the cycle of bias to continue unchecked.21 

IV. PREDICTIVE POLICING ON THE STREETS – CASE STUDIES IN EFFICACY AND 

DISPARITY 

The theoretical flaws in the architecture of predictive policing-its reliance on biased data and 

its self-reinforcing feedback loops-have been borne out in its real-world application. Across 

the United States, police departments have adopted these systems with promises of dramatic 

crime reduction and enhanced efficiency. Yet, a consistent pattern has emerged: initial, often 

vendor-supported, claims of success are later dismantled by independent audits and rigorous 

academic research, which reveal a stark reality of unproven efficacy and significant racial 

disparity. The lifecycle of these programs exposes a critical “accountability lag,” where 

systems operate for years, impacting thousands of lives, long before their fundamental failures 

are officially documented and they are ultimately abandoned. 

A. The Chicago “heat list”: a case study in ineffectiveness and disproportionate 

targeting 

The Chicago Police Department’s (CPD) Strategic Subject List (SSL), colloquially known as 

the “heat list,” stands as one of the most prominent and well-documented failures of person-

based predictive policing. Piloted in 2012, the program’s algorithm assigned risk scores to 

individuals, purporting to predict their likelihood of becoming a victim or perpetrator of gun 

violence. The model used various inputs, including an individual’s age, criminal history, and, 

most significantly, their “co-arrest network”-social connections to past victims of violence.22 

Despite the CPD’s claims that the list helped target interventions, a landmark independent 

evaluation by the RAND Corporation delivered a damning verdict. The study found that the 

 
21 Statement on Predictive Policing in Chicago - ACLU of Illinois, accessed July 9, 2025, https://www.aclu-

il.org/en/press-releases/statement-predictive-policing-chicago.  
22 Pitfalls of Predictive Policing - RAND, accessed July 9, 2025, 

https://www.rand.org/pubs/commentary/2016/10/pitfalls-of-predictive-policing.html.  
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SSL had no statistically significant impact on reducing gun violence.23 In a stunning 

revelation of the program’s inaccuracy, the RAND report noted that of the 405 people 

murdered in Chicago between March 2013 and March 2014, only three were on the police’s 

high-risk list; 99% of homicide victims were not identified by the algorithm. 

Beyond its ineffectiveness, the SSL was a tool of profound racial disparity. Analyses revealed 

that the program disproportionately flagged young Black men as “high-risk,” effectively 

creating a digital dragnet over communities of colour. The list, which at one point contained 

nearly 400,000 names, was built on a foundation of “dirty data”-arrest records that reflected 

Chicago’s long history of biased policing, rather than objective risk. Criticism from civil 

rights groups like the ACLU and a critical report from the city’s own Office of the Inspector 

General highlighted the program’s lack of transparency and its reliance on flawed data. After 

years of controversy and clear evidence of its failure, the CPD quietly shuttered the program 

in 2019. 

B. Los Angeles and the PredPol experiment: from celebrated success to audited 

failure 

The Los Angeles Police Department was one of the earliest and most enthusiastic adopters of 

predictive policing, championing both the place-based PredPol system and the person-based 

Operation LASER (Los Angeles Strategic Extraction and Restoration) program. Initially, the 

LAPD’s efforts were hailed as a major success. A widely publicized 2015 study led by 

researchers at UCLA, one of whom was a co-founder of PredPol, claimed the algorithm was 

twice as accurate as the department’s own crime analysts and that its deployment led to a 

7.4% reduction in property crimes.24 

This narrative of success, however, crumbled under independent scrutiny. A comprehensive 

2019 audit by the LAPD’s own Inspector General (IG) found that the programs were plagued 

by a lack of oversight, inconsistent application, and deeply flawed data.25 The IG’s report 

concluded that there was insufficient data to determine if the programs helped reduce crime.26 

The audit revealed operational absurdities, such as the fact that a significant portion of the 

patrol time logged in predicted “hot spots” was generated by police vehicles that were simply 

 
23 Program Profile: Predictive Policing Model in Los Angeles, Calif ..., accessed July 9, 2025, 

https://crimesolutions.ojp.gov/ratedprograms/predictive-policing-model-los-angeles-calif. 
24 4 Benefits And 4 Drawbacks Of Predictive Policing | liberties.eu, accessed July 9, 2025, 

https://www.liberties.eu/en/stories/predictive-policing/43679. 
25 The harm that data do: The case of PredPol. | by Neil Ballantyne | Medium, accessed July 9, 2025, 

https://medium.com/@neilballantyne/the-harm-that-data-do-the-case-of-predpol-17603c59a1e2. 
26 Eight years in, LAPD can’t measure PredPol’s effect on crime - MuckRock, accessed July 9, 2025, 

https://www.muckrock.com/news/archives/2019/mar/12/algorithms-lapd-predpol/. 
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parked at or driving through LAPD facilities that happened to fall within the designated 

zones.27 The LASER program was found to be disproportionately targeting Black and Latino 

men, and its “chronic offender” list was administered with gross inconsistency. 

The IG’s findings were amplified by sustained pressure from community organizations like 

the Stop LAPD Spying Coalition, which had long argued that the programs were instruments 

of racial profiling and harassment.28 Faced with overwhelming evidence of failure and intense 

public outcry, the LAPD suspended Operation LASER in 2018 and formally ended its use of 

PredPol in 2020. 

C. The broader empirical landscape: a pattern of unproven claims 

The failures in Chicago and Los Angeles are not isolated incidents but are reflective of a 

broader empirical landscape. A RAND Corporation experiment testing a predictive policing 

model in Shreveport, Louisiana, found no statistically significant reduction in property crime 

in the districts where the model was used compared to control districts.29 Systematic reviews 

of the academic literature have consistently found a major discrepancy between the hype 

surrounding predictive policing and the available evidence. One comprehensive review 

concluded that the empirical evidence provides “little support for the claimed benefits of 

predictive policing” and that the entire movement is based more on “convincing arguments 

and anecdotal evidence rather than on systematic empirical research”. The promise of a 

technologically advanced, more effective form of policing has, in practice, failed to 

materialize. 

V. THE CONSTITUTIONAL CRUCIBLE – PREDICTIVE POLICING BEFORE THE LAW 

The deployment of predictive policing systems does not merely raise questions of efficacy and 

fairness; it presents a direct and profound challenge to the constitutional principles that govern 

law enforcement in the United States. By substituting human judgment with opaque 

algorithmic outputs and by systematically targeting specific communities under a guise of 

objectivity, these technologies test the boundaries of the Fourth and Fourteenth Amendments. 

This creates a constitutional paradox: the systems use a veneer of technological neutrality to 

 
27 The Los Angeles Smart Policing Initiative: Reducing Gun-Related Violence through Operation LASER - 

Bureau of Justice Assistance, accessed July 9, 2025, 

https://bja.ojp.gov/sites/g/files/xyckuh186/files/media/document/losangelesspi.pdf. 
28 Development of and Concerns Regarding Predictive Policing Practices - Science, Technology, and Public 

Policy, accessed July 9, 2025, https://stpp.fordschool.umich.edu/sites/stpp/files/2024-06/stpp-predictive-

policing-memo.pdf. 
29 The People’s Response to OIG Audit of Data-Driven Policing - Stop LAPD Spying Coalition, accessed July 9, 

2025, https://stoplapdspying.org/wp-content/uploads/2019/03/Peoples_Response_with-hyper-links.pdf. 
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potentially circumvent established legal standards designed to protect against arbitrary and 

discriminatory state action. 

A. The fourth amendment and the algorithmic hunch 

The Fourth Amendment to the U.S. Constitution protects individuals from “unreasonable 

searches and seizures.” The landmark Supreme Court case Terry v. Ohio established that for a 

police officer to conduct an investigatory stop (a “seizure”), they must have a “reasonable, 

articulable suspicion” that criminal activity is afoot.1 This standard is the bedrock of street-

level policing, requiring an officer to point to specific facts and rational inferences that justify 

the intrusion. 

Predictive policing fundamentally disrupts this framework. The core legal question is whether 

a statistical prediction generated by a secret algorithm can constitute the individualized, 

articulable suspicion required by Terry. The answer, advanced by civil rights advocates and 

legal scholars, is that it cannot. An officer dispatched to a “hot spot” or instructed to focus on 

a “high-risk” individual is acting on a “computer-driven hunch”. The officer often cannot 

articulate why that location or person was flagged, as the reasoning is locked within a 

proprietary black box.30 This justification-” the algorithm told me to”-is not articulable in any 

meaningful constitutional sense. 

Allowing such predictions to form the basis for reasonable suspicion would dangerously 

dilute the standard, making it easier for police to justify stops and searches and thereby 

expanding surveillance on both a community and an individual level. This runs contrary to the 

Supreme Court’s increasing caution regarding the application of new technologies to law 

enforcement. In Carpenter v. United States31, the Court warned that the “progress of science” 

cannot be permitted to “erode the historic role of the Fourth Amendment as a check on police 

discretion,” a principle that applies directly to the use of predictive algorithms for digital 

surveillance.32 

B. The fourteenth amendment: equal protection and due process in the age of big 

data 

The Fourteenth Amendment guarantees both “equal protection of the laws” and “due process 

of law.” Predictive policing systems implicate both fundamental rights. 

 
30 View of Legal and Ethical Implications of Predictive Policing Technologies | Journal of Advances and 

Scholarly Research in Allied Education, accessed July 9, 2025, 

https://ignited.in/index.php/jasrae/article/view/15346/30312. 
31 585 U.S. 296 (2018). 
32 Algorithms in Policing: An Investigative Packet - Yale Law School, accessed July 9, 2025, 

https://law.yale.edu/sites/default/files/area/center/mfia/document/infopack.pdf. 
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The Equal Protection Clause is challenged by the clear disparate impact these systems have on 

communities of colour. While vendors and police departments often claim their algorithms are 

“race-neutral” because race is not an explicit input variable, this defense is superficial. The 

systems achieve racially discriminatory results through their reliance on biased historical data 

and the use of geographic location and other factors as proxies for race.33 This practice 

amounts to a form of “digital redlining,” where entire neighborhoods are subjected to 

heightened police scrutiny based on their demographic makeup. However, a formal legal 

challenge under the Equal Protection Clause faces a high hurdle. The Supreme Court’s 

decision in Washington v. Davis34 requires a plaintiff to prove not just a discriminatory effect, 

but also discriminatory intent on the part of the government actor. The facial neutrality of the 

algorithms is designed, whether deliberately or not, to evade this standard, exposing a critical 

limitation in the ability of current anti-discrimination law to address technologically mediated 

bias. 

The Due Process Clause is violated by the profound lack of transparency and accountability 

inherent in these systems. When an individual is stopped, searched, arrested, or denied bail 

based on a “risk score” generated by a secret, proprietary algorithm, they are deprived of a 

meaningful opportunity to confront and challenge the evidence against them. This “black box” 

problem was recognized by the Wisconsin Supreme Court in State v. Loomis35, where the 

court grappled with the use of a proprietary risk assessment tool in a sentencing decision. 

While the court allowed its use with certain caveats, the case highlighted the serious due 

process concerns that arise when a person’s liberty is contingent on the output of an algorithm 

whose methodology cannot be scrutinized. 

VI. CHARTING A PATH FORWARD – FROM ALGORITHMIC DISCRIMINATION TO 

JUSTICE 

The documented failures and constitutional perils of predictive policing demand a 

fundamental reassessment of its role in law enforcement. The path forward requires moving 

beyond simplistic claims of technological objectivity and engaging with a suite of solutions 

that range from technical fixes to robust governance frameworks. Ultimately, however, a true 

commitment to justice may require a complete reimagining of the technology’s purpose. The 

central problem may not be that the tool is broken, but that it is being used for the wrong job. 

 
33 What AI-Powered Predictive Policing Needs: Accountability, accessed July 9, 2025, 

https://www.governing.com/management-and-administration/what-ai-powered-predictive-policing-needs-

accountability. 
34 426 U.S. 229 (1976). 
35 881 N.W.2d 749 (Wis. 2016). 
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A. The technocratic solution: algorithmic audits and fairness-aware machine 

learning 

One proposed avenue for reform comes from the field of computer science itself, focusing on 

making algorithms fairer and more transparent. This technocratic approach involves two 

primary strategies36: 

1. Algorithmic Audits: An algorithmic audit is a systematic and independent examination 

of an AI system to assess its fairness, transparency, bias, and efficacy. The 

methodology typically involves four stages: 

a. Triage, to identify the system’s risks and context, 

b. Assessment, which uses quantitative metrics (like demographic parity) and 

qualitative analysis to investigate the system for biases in its data and 

outcomes, 

c. Mitigation, where technical and procedural interventions are recommended to 

reduce identified risks, and  

d. Assurance, where the system is certified as conforming to standards and 

ongoing monitoring is established. In the context of predictive policing, an 

audit could be used to expose unrepresentative training data or to demonstrate 

that a system disproportionately targets certain racial groups. 

2. Fairness-Aware Machine Learning (FAML): FAML is a subfield of AI research 

dedicated to developing techniques to mitigate bias in machine learning models. These 

techniques are generally categorized into three types: 

a. Pre-processing: These methods alter the training data before the model is built 

to remove biases. This can include reweighting data points to give more 

importance to underrepresented groups or using data augmentation to 

synthetically create more data for minority groups to achieve a more balanced 

dataset. 

b. In-processing: These techniques modify the learning algorithm itself, adding 

mathematical constraints during the training process to force the model to 

produce fairer outcomes across different groups. 

 
36 Data augmentation for fairness-aware machine learning: Preventing ..., accessed July 9, 2025, 

https://www.researchgate.net/publication/361437485_Data_augmentation_for_fairness-

aware_machine_learning_Preventing_algorithmic_bias_in_law_enforcement_systems. 
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c. Post-processing: These methods adjust the model’s predictions after it has been 

trained. For example, one could apply different decision thresholds for 

different demographic groups to equalize error rates. 

Research in this area is actively advanced by interdisciplinary academic communities, most 

notably the ACM Conference on Fairness, Accountability, and Transparency (FAccT), which 

brings together computer scientists, legal scholars, and social scientists to tackle these 

issues.37 

B. The limits of the technical fix 

While algorithmic audits and FAML are necessary components of any responsible AI 

governance strategy, they are insufficient on their own to solve the problems of predictive 

policing. These technical fixes have significant limitations. First, the “garbage in, garbage 

out” problem is intractable. FAML techniques can smooth over some disparities, but they 

cannot fully cleanse data that is a fundamental reflection of a racially stratified society and 

decades of biased policing practices. As legal scholar Sandra Mayson argues, in an unequal 

world, any method of prediction-human or algorithmic-will inevitably project the inequalities 

of the past into the future.38 A technically “perfected” algorithm for predicting arrests will still 

send police to the same historically over-policed communities. 

Second, audits are often toothless. They are limited by the very “black box” problem they 

seek to address; private vendors can refuse to cooperate, citing trade secrets. Even when a 

flaw is identified, an audit has no inherent enforcement power to compel a police department 

to abandon a multi-million-dollar system or force a vendor to re-engineer its product. 

C. The governance solution: transparency, accountability, and oversight 

A more effective path forward lies in establishing robust governance and policy frameworks 

that shift power from vendors and police departments to the public. This approach, advocated 

by organizations like the ACLU and implemented in pioneering cities like San Jose, 

California, is built on three pillars: 

a. Radical Transparency: Governments must mandate full public disclosure of any 

predictive system used by law enforcement. This includes revealing the data sources, 

the algorithmic methodology, vendor contracts, and the results of regular, independent 

 
37 Bias In, Bias Out - The Yale Law Journal, accessed July 9, 2025, https://www.yalelawjournal.org/article/bias-

in-bias-out.  
38 This qualitative study evaluates the effectiveness of predictive policing technologies by examining the 

implementation, accessed July 9, 2025, https://abjournals.org/ajsshr/wp-

content/uploads/sites/9/journal/published_paper/volume-7/issue-4/AJSSHR_POLHVJ1F.pdf. 

https://www.ijlmh.com/
https://www.ijlmh.com/


 
858  International Journal of Law Management & Humanities [Vol. 8 Iss 4; 844] 
 

© 2025. International Journal of Law Management & Humanities   [ISSN 2581-5369] 

impact assessments. Claims of trade secrecy cannot be allowed to override the public’s 

fundamental right to know how it is being policed. 

b. Meaningful Accountability: Clear legal standards must be established to hold police 

departments and vendors liable for discriminatory outcomes, regardless of intent. This 

requires creating independent oversight bodies with the authority to investigate 

complaints, compel changes, and halt the use of harmful systems. 

c. Community Oversight: The decision to adopt, continue, or abandon this powerful 

surveillance technologies should not be made behind closed doors. Communities must 

be empowered with a meaningful role in the governance of police technology. Models 

like San Jose’s AI Principles, which require any tool used by the city to be proven 

effective, transparent, and equitable before deployment, offer a blueprint for 

democratic control. 

D. Reimagining the goal: from predictive enforcement to social investment 

The most transformative solution involves questioning the fundamental premise of predictive 

policing. The current paradigm uses data analytics to answer the question: “Where should we 

send more police officers?” This framing inevitably leads to a punitive, enforcement-based 

response. However, the same analytical power could be used to answer a different, more 

constructive question: “Which communities are most in need of resources and support?”. 

A “hot spot” for crime is almost invariably also a “hot spot” for poverty, unemployment, 

underfunded schools, and inadequate healthcare. A genuine commitment to public safety 

would use data not to predict where the next arrest will be made, but to guide pre-emptive 

support. Instead of dispatching patrols, a city could dispatch job trainers, mental health 

counsellors, and housing assistance. This paradigm shift would reorient technology from a 

tool of surveillance and control to a tool for social and economic investment, addressing the 

root causes of crime rather than merely reacting to its symptoms with coercive force. 

VII. CONCLUSION: BEYOND THE “TECH-WASHING” OF BIAS 
The promise of algorithmic justice in policing has proven to be a mirage. In its place, a system 

of digital discrimination has taken root in American cities, one that provides a “tech-washing 

of racially discriminatory law-enforcement practices” under the guise of objective, data-driven 

science. This paper has demonstrated that predictive policing systems, as currently conceived 

and deployed, are built on a foundation of “dirty data” that reflects and codifies historical 

biases. This original sin is amplified by runaway feedback loops that create self-fulfilling 
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prophecies of crime in minority communities, all while operating within a proprietary “black 

box” that shields them from accountability. 

The empirical record is clear: from Chicago to Los Angeles to Shreveport, these multi-

million-dollar systems have consistently failed to prove their effectiveness in reducing crime 

when subjected to independent evaluation. Their primary demonstrable impact has been the 

disproportionate and unjust targeting of communities of colour, raising grave challenges to the 

Fourth Amendment’s protection against unreasonable seizures and the Fourteenth 

Amendment’s guarantees of due process and equal protection. 

In the face of these systemic failures, narrow technical fixes are not enough. While 

algorithmic audits and fairness-aware machine learning are important tools for responsible AI 

governance, they cannot solve a problem that is not, at its core, technical. The flaw lies not 

just in the code, but in the very purpose for which the code is written. A genuine move toward 

justice requires a wholesale rethinking of the endeavor. It demands a new paradigm grounded 

in radical transparency, meaningful public accountability, and democratic community control 

over surveillance technologies. Most importantly, it requires a fundamental shift in purpose-

away from the punitive prediction of crime and toward the restorative investment in people 

and communities. The challenge for the modern metropolis is not to build a better crystal ball 

for police, but to leverage its technological capacity to build a more just and equitable society 

where such dystopian predictions are no longer deemed necessary. 
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